

**BON DE COMMANDE**

**ACCES au service COMPLEMENTAIRE BREIZH CYBER**

Dans le cadre du partenariat avec le centre de réponses à incidents de cybersécurité, [Breizh cyber](https://breizhcyber.bzh/), Mégalis se fait le relai de **4 services** dans le cadre d’un service complémentaire :

|  |  |
| --- | --- |
| Une image contenant Police, Graphique, logo, symbole  Description générée automatiquement | **Evaluez et supervisez la surface d’attaque humaine de votre organisation pour réduire les risques associés**Evaluez l’état réel de la menace, grâce à un diagnostic continu, et supervisez l'exposition cyber de vos dirigeants et collaborateurs, afin de prévenir les attaques par ingénierie sociale : usurpation d’identité et de compte, fuites de données, hameçonnage ciblé, arnaques, fraudes etc. |
| Une image contenant Graphique, logo, Police, cercle  Description générée automatiquement | **Maitrisez les risques de votre surface d’attaque externe** Le scanner ONYPHE offre une visibilité exhaustive des actifs que vous exposez sur internet et des risques associés. Notre service de détection continue vous avertira en cas de découverte de vulnérabilités critiques pouvant être exploitées par un attaquant. Un rapport détaillé précisant le risque et la méthode de remédiation vous sera alors adressé. |
| Une image contenant Police, logo, Graphique, texte  Description générée automatiquement | **Bénéficiez d’une veille permanente des vulnérabilités et des menaces cyber** Assurez une vigilance constante contre les menaces et les vulnérabilités les plus récentes et émergentes afin d’assurer efficacement la sécurité de votre entreprise grâce à nos bulletins de veille Yuno. Vous souhaitez une précision sur un équipement ou un logiciel en particulier ? Nos analystes sont là pour vous répondre |
| Une image contenant logo, Police, Graphique, symbole  Description générée automatiquement | **Faites de vos collaborateurs des lanceurs d'alerte cyber**Bien plus qu’un antivirus standard, le GLIMPS Malware Kiosk constitue la plateforme sécurisée à travers laquelle chaque collaborateur peut tester tous les documents dont il est destinataire au quotidien : fichiers partagés, e-mails, pièces jointes, web, plateforme collaboratives…Ouvrez GLIMPS Malware Kiosk, testez n’importe quel fichier via un simple glisser/déposer, et obtenez un résultat clair et sûr du risque calculé grâce à la précision de l’intelligence artificielle. |

Ces services sont opérés par les équipes de Breizh Cyber grâce à des solutions de cybersécurité fournies par des éditeurs de cybersécurité français.

Merci de compléter les informations suivantes :

|  |  |  |  |
| --- | --- | --- | --- |
| Nom collectivité /établissement  |  |  | Facturation électronique CHORUS PRO |
| SIRET (obligatoire) |  |  | Si vous avez rendu obligatoire un code service et/ou un numéro d’engagement dans le cadre de la facturation électronique, merci de nous le(s) communiquer (et ce, chaque année) : |
| Adresse  |  |  |
| Coordonnées de la personne en charge de l’informatique et qui sera contactée par les équipes Breizh Cyber pour la mise en œuvre des services |  | Code service :  |  |
| Contact : nom – prénom |  |  | N° engagement :  |  |
| Contact : téléphone  |  |  |  |  |
| Contact : mail |  |  |  |  |

**Contribution financière :**

En tant que **service complémentaire,** ce **service** est **soumis à une contribution financière spécifique.**

Le **pack de base dénommé « TRIAD » comprend les 3 premiers services**, le **4ème service (Glimps - analyse de fichiers)** est proposé dans le pack complet dénommé « KWARTET ».

Voici les **tarifs (coût annuel HT)** en fonction de la typologie de votre entité, **cochez l’option qui vous intéresse** :

****

L’abonnement permet de bénéficier des services concernés pendant 12 mois. La contribution sera facturée par entité bénéficiaire et signataire de ce bon de commande.

**L’établissement sera redevable de la contribution pour une durée de 12 mois minimum, à compter :**

* **de la date de la réunion de lancement avec les équipes de Breizh Cyber pour les collectivités demandant l’accès au service en cours d’année (tout mois commencé sera dû).**
* **du 01 janvier de l’année en cours, pour les collectivités déjà utilisatrices du service cyber prévention**

**La facture relative à la fourniture de ce service sera émise par année civile, proratisée et adressée à l’établissement en cours d’exercice.**

**Toute modification (modifications du nombre d’habitants, modification du barème des contributions…) donnera lieu à la rédaction et à la signature d’un nouveau bon de commande.**

L'établissement peut résilier son accès au(x) service(s) souscrit(s) en respectant un préavis de deux mois (le départ du préavis étant fixé au 1er du mois suivant la date de réception par le Syndicat mixte de la demande de résiliation).

La signature de ce bon de commande implique de la part de l’établissement l’acceptation des conditions spécifiques d’utilisation de ce service présenté sur le portail de services du Syndicat mixte, rubrique « Les services – Services BreizhCyber » - <https://mega.bzh/breizhcyb> , et des tarifs dont il reconnaît avoir pris connaissance**.**

Date :

Signature :

Ce bon de commande est également disponible en téléchargement sur la page <https://mega.bzh/breizhcyb>.

**Pour le retour de ce bon de commande**, merci **d’utiliser le formulaire de contact disponible sur notre site** Internet : <https://mega.bzh/contact> *(Activation de services/ Breizh Cyber).*

Dans le cas d’une première adhésion, à réception du document et après vérification, un mail précisant les modalités d’activation du service sera envoyé au contact référencé dans le bon de commande.